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Notice of Telecom and Internet fraud crime legal liability
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In order to effectively prevent telecom and Intemet resources such as mobile SIM cards, Internet of Things
cards, fixed telephones, wired broadband and other telecommunications network resources registered by
individuals, company or enterprise from being used to commit telecom and Intemet fraud crimes, in accordance
with the "Criminal Law of the People's Republic of China" and "Network Security Law of the People's Republic of
China" “The Anti-Terrorism Law of the People’s Republic of China”, “the Telecommunications Regulations of the
People’s Republic of China” and other relevant laws and regulations, and the Ministry of Public Security, the
Ministry of Industry and Information Technology and other five ministries and departments’ “Regulations on
Severely Cracking Down, Punishing, and Controlling the lllegal and Criminal Activities of the lllegal Buying and
Selling of SIM Cards and Bank Cards” According to the requirements of “Notice” and other documents, the legal
liability reminder is now notified as follows:
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Users who use SIM cards, Intemet of Things cards, fixed telephones, wired broadband and other
telecommunication network resources to engage in or help commit telecom or Interet fraud crimes, relevant
departments will be investigated for legal responsibility in accordance with the law.
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Knowing that others commit telecom and Intemet fraud crimes, and still provide oneself (own company) SIM
card, Intemet of Things card, fixed telephone, wired broadband and other telecommunications network resources
for others to use by selling, renting, lending, transferring, etc., in accordance with the "People’s Republic of China"
The Criminal Law Amendment (9) "Opinions on Several Issues Conceming the Application of Law in the Handling
of Criminal Cases such as Telecom and Intemnet Fraud" (Fafa [2016] No. 32), Article 4, paragraph 3, shall be jointly
committed by public security organs with telecommunications network fraud Be held criminally responsible.
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When applying for mobile phone, fixed phone, wired broadband services, etc., user must register the service
under his/her real identity with valid government issued ID. It is an illegal act to fraudulently use other people’s
identity documents, or use forged or altered identity documents or company business cettificates to apply mobile
phone, fixed phone or broadband services.
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If the SIM card, Intemet of Things card, fixed telephone, wired broadband and other criminal cases involving
telecom and Internet fraud under the name of an individual or a company, or there is certain risk of fraud, the
telecom service provider can ask individual users to conduct in-person identify verification in accordance with the

relevant provisions of the network access agreement. In serious cases, users will be placed on the blacklist.



